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                                               E- Safety Policy 

Prime Time Kids Club recognises the Internet as a very useful resource. It is used by staff to research, source useful information on play and craft activities and to engage in administrative tasks to name only a few. Children also benefit from having access to the Internet for researching information for projects as well as following interests and hobbies. Prime Time Kids Club recognises that technology has and is transforming learning, entertainment and communication for all individuals and to deprive children of this experience would not support their ICT development.  

Prime Time Kids Club and its staff are however aware that ICT equipment, which includes but is not exclusive of computers, laptops, tablets, IPads, Games consoles, smart watches and mobile phones, can be dangerous and require consideration when risk assessing health and safety and Safeguarding policies. 

Prime Time and its staff know that inappropriate websites must not be accessed by anyone using Prime Time’s computers. 

Staff must be vigilant when children are accessing the internet. Prime Time has the following safeguards: 

It is explained to children and young people: 

- What they should do if they encounter something inappropriate when using the Internet 

- Never to give our personal information, this could lead to them or other individuals being identified 

- Be aware that people are not necessarily truthful and may not be who they say they are 

- Be aware that some people are prepared to spend a long time gaining the trust of young people 

- Never arrange to meet anyone without the express knowledge and permission of a parent and carer who should accompany them 

- Keep passwords responsibly 

- Not to copy or delete others’ work 

Prime Time Kids Club ensures that the following safeguards are in place: 
- The filtered internet feed SWGFL  via school internet servers 
- Child Safety App where staff log in and out only, therefore ensuring controlled access to tablet features and downloads of game apps that can be used

- Staff will supervise the use of the internet as much as possible

-The computers temporary internet files will be checked to monitor which sites are being accessed.

- Where necessary staff will create a blocked list of applications not deemed appropriate and make the children aware of these.  Staff will ensure they understand they cannot be accessed for safety. Staff will report any such sites to SWGFL. 

- All children will be made aware they cannot access cameras on any ICT equipment. Where possible such applications will be unloaded from devises. 

- All individual ICT equipment is prohibited from use in Prime Time and only Prime Time ICT equipment can be used. 

If a member of staff or child encounters something inappropriate whilst surfing the Internet: 

- The member of staff must notify the Manager/ Deputy Manager 

- The incident should be recorded and signed by the parent 

- Where necessary the site will be reported to SWGFL

Prime Time will ensure that computers have an up to date virus checker and firewall. 

Staff will not use the Internet for personal use during sessions unless the Manager has given permission. 

Any member of staff found accessing or allowing children or young people to access inappropriate websites will be subject to the Prime Time’s Disciplinary Procedures and Safeguarding policies.  

Prime Time does not allow children to send and receive emails from the computers. 

Staff and Managers may seek guidance from ‘safeguarding children and protecting professionals in early year’s settings: online safety considerations ‘ 
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